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Subject: Reply Comments to Public Comment on CC Docket No. 96-45, The Children's
Internet Protection Act (CHIP) -

Dear Madam Secretary:

As a major author of the Children's Internet Protection Act, I am providing
a reply comment on the notice of proposed rulemaking, CC Docket No. 96-45. My reply
is attached.

If you have questions, please feel free to call me or my staff member, Dr. Bill
Duncan, at (202) 225-2132.

Very truly yours,

C-,sIJ-cd;l!
Ernest J. Istook, Jr. 7
Member of Congress
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After reviewing public comments on the notice of proposed rule making to
implement the Children's Internet Protection Act (the Act), as one of the principal
authors of the Act, I submit the following reply comments:

I. Timing of Certification in Funding Year Four

Some commentors suggest that the Act should not apply until July 1, 2002, the
start of year five of the schools and libraries universal services funding mechanism.
However, as the FCC correctly noted in its notice of proposed rule making, the Act is
quite explicit - the Act applies to the first program funding year following the December
21, 2000 effective date. That is funding year four, which begins on July 1, 2001.

Suggestions that funding years do not start on July 1, but instead begin "in
theory" (as one commentator put it) with the filing of application forms the previous
November stretches credulity. Moving the application of the Act to funding year five
would be in direct conflict with the law and is beyond the scope of the agency's
authority.

A variety of supposedly perceived problems associated with implementation in
year four are raised by several school and library commentators as reasons for
suggesting that implementation should begin in year five. However, the Act already
provides a mechanism for overcoming all such problems, namely that in the initial year
entities need not certify that they are in compliance. Instead, they may certify that
they are "putting in place" Internet safety policies and technological protection
measures. True compliance need not be certified until the folloWing year.

If the FCC were to cit year five as the initial year of implementation, that would
mean that true compliance need not occur until year six, in 2003. There is no
justifiable reason for waiting that long--nor is there authority to ignore Congress' clear
instructions otherwise.

II. Proposed Exceptions to the Act

Similarly, the FCC has no authority to create exceptions to the Act, as some have
commentors suggested. Exceptions are proposed, for example, for computers not
available for public use. It is beyond the scope of the FCC's authority to make
exceptions to Congress' instructions covering computers with access to the Internet (as
defined in my previous letter).

The Act specifically refers to certification by schools and libraries with respect to
"any of its computers with Internet access" (emphasis added) and does not contain
language limiting coverage to computers used by the public. As I mention in my
previous letter, if the Internet is used as a pipeline to a closed system without world
wide web access available, and no prohibited material is available in that closed system,



that is one thing. But to exempt computers purchased with Federal funds or granted
access with e-rate funds, even though they have web access (http, ftp, etc.), is not
within the FCC's discretion under the legislation.

III. Exemption from Liability by School and Library Districts or other
Consortia

Some commentors have asked the FCC to create an exemption from liability if
school and library districts or other consortia certify that individual schools or libraries
within their systems are in compliance when, in fact, they are not. This is an incredible
request! Not only should no such exemption be granted, but the FCC must insist on
enforcing the Congressionally-mandated liability.

If certification is made by districts or consortia on behalf of their individual
institutions, those certifying bear the responsibility of verifying whether the
requirements of the Act have indeed been met by individual institutions under their
control. They cannot substitute subterfuge for compliance. Liability ensures
accountability.

The concern over liability is easily handled by giving districts and consortia a
choice. The FCC should allow them to certify themselves AND assume liability, or direct
each school and library within their system or consortia to certify on their own.

IV. A Definitive Public Hearing Requirement

Language in the Act links the hearing requirement to " the proposed" Internet
safety policy. Some commentors suggest that this means a public hearing is not
reqUired if there is already a policy in place. A close reading of the Act, however,
indicates that a hearing is required in all cases. The language, "the proposed", refers
back to an earlier section describing the new policy reqUired under the Act, not to
policies already in place (which mayor may not restrict access to the specific content
categories enumerated in the Act). The intent of the legislation clearly is to require
new public hearings regarding this Internet Safety policy. This is to satisfy definitions
of obscenity under existing Supreme Court case law, which requires that there be local
input into that standard. This hearing also allows action on anything else the
community believes should be included in protection for minor, such as bomb-making.

v. Quantifying Effectiveness and Need

In my previous comments, I urged the FCC to require schools and libraries to
establish a public comment procedure and to keep a written log of complaints and
comments received. I reiterate this suggestion and also associate myself with a
suggestion in comments made by the National Law Center for Children and Families,



which further improves upon my comments. After the first year of compliance,
certification should include key statistics, including the number of:

• website visits,
• attempts to access sites whose content is restricted under the Act,
• instances in which such content was not blocked, as reported in complaints,
• instances in which unrestricted content was blocked, as reported in complaints, and,
• instances in which disabling occurred for "bona fide research or other lawful

purposes," as is allowed under the Act.

Technology protection measures can readily track the first two items without
identifying the user, which is prohibited under the Act. The other items can be tracked
through school and library public comment logs. Such data should be reported to the
FCC as part of compliance and should be publicly posted at each school and library.
Easy public access to such information will go a long way toward dispelling myths and
misperceptions about the safety of schools and libraries and the effectiveness of
technology protection measures.


